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Yowpay Hosted page manual
Purpose of the document :
Describing the calls to the payment hosted page
Returned values

Configure hosted page
1. Login with your account - https://merchantv2.yowpay.com/login
2. Go to E-Commerce menu and create a new E-Commerce (name and url are required). Your
credentials will be automatically generated (app token + secret key). !!! Remember - never expose
the secret key !!!
3. You can configure additional data (optional). This data can be configured automatically when using
plugins for well known E-Commerce systems

Return URL : is the url on which Yowpay will redirect the client after she/he confirms the submission
of the payment (payment is not necessary credited yet).

https://merchantv2.yowpay.com/login


Version 1.12 (10 Nov, 2025)

Cancel URL : is the url on which Yowpay will redirect the client in case he refuses to make the
payment, this redirection is usually used for cascading purposes.
Webhook URL : this url is a secret url on merchant’s web site to receive confirmation of accepted
transaction. Usually this url is used to credit the end users of the services ordered or validate an
order.

Start using API and hosted page.
Check connection and credentials
The purpose of this call is to verify you set the credentials and calculate correctly the hash. No action
is done. In order to verify the call - no error should be displayed.
It is a POST request - endpoint is https://api.yowpay.com/config/checkConnection
- the following headers are needed in order to authenticate the merchant and validate the

transaction
X-App-Access-Ts - the timestamp when the call is initiated (UTC must be used)
X-App-Token - the app token (part of E-Commerce credentials explained above)
X-App-Access-Sig - the signature of the body (hash data). In order to receive you must use thesecret key from credentials to hash the body content of the call
hash_hmac("sha256", “BodyWithParameters”, “YOUR_SECRET_KEY”);
The content of the body must be a json and this header will be needed too:
Content-type - application/json
- the body must contain the following parameter in json format

· timestamp - the same timestamp that is set in the header (required - int)

Sample response in json format:
In case of error it returns http code 400 for Bad Request:
{

"error": {
"code": 132057,
"msg": "Invalid data"

}
}
In case of success it returns http code 200
{

"content": {
"success": 1

}
}

https://api.yowpay.com/config/checkConnection
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Create transaction
It is a POST request - endpoint is https://api.yowpay.com/payment/request
- the following headers are needed in order to authenticate the merchant and validate the

transaction
X-App-Access-Ts - the timestamp when the call is initiated (UTC must be used)
X-App-Token - the app token (part of E-Commerce credentials explained above)
X-App-Access-Sig - the signature of the body (hash data). In order to receive you must use thesecret key from credentials to hash the body content of the call
hash_hmac("sha256", “BodyWithParameters”, “YOUR_SECRET_KEY”);
The content of the body must be a json and this header will be needed too:
Content-type - application/json
- the body must contain the following parameters in json

· amount - (required - string - only numbers and a dot for decimal separator are allowed -
example - 1234.56)

· currency - EUR (required - string)
· timestamp - the same timestamp that is set in the header (required - int)
· orderId - end user reference (optional - string)
· language - end user language selection (optional - string - 2 letters)
· returnUrl - dynamically set URL; it overwrites the return URL configured for the business

(optional - string)
· cancelUrl - dynamically set URL; it overwrites the cancel URL configured for the business

(optional - string)
· clientType - end user type (optional - int), 1 - individual, 2 - company
· clientFirstName - end user first name only if clientType = 1 (optional - string)
· clientLastName - end user last name only if clientType = 1 (optional - string)
· clientCompanyName - end user company name only if clientType = 2 (optional - string)
· paymentMethodPis - forcing hiding or displaying a payment method to the end user

(optional - int), 1 - display PIS option, 2 - hide PIS option
· paymentMethodQrCode - forcing hiding or displaying a payment method to the end user

(optional - int), 1 - display QR Code option, 2 - hide QR Code option
· paymentMethodManual - forcing hiding or displaying a payment method to the end user

(optional - int), 1 - display Manual option, 2 - hide Manual option

The “clientType” and the following variables are optional. Merchants should provide them if available,
as this avoids requesting the same details during the PIS flow (which some banks require as
mandatory). Supplying them upfront helps ensure a smoother payment process.
Sample response in json format:
In case of error it returns:
{

"error": {
"code": 132057,
"msg": "Invalid data"

}

https://api.yowpay.com/payment/request
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}
In case of success it returns the url to the payment page.
{

"content": {
"success": 1,
"paymentPageUrl": "https://secure.yowpay.com/request/payment/1234567/YPABCD"

}
}

Update configuration URL
It is a server to server communication
URL : https://api.yowpay.com/config/update
- these headers are needed in order to authenticate the merchant

X-App-Access-Ts - the timestamp when the call is initiated (UTC must be used)
X-App-Token - the app token (part of E-Commerce credentials explained above)
X-App-Access-Sig - the signature of the body (hash data). In order to receive you must use thesecret key from credentials to hash the body content of the call
hash_hmac("sha256", “BodyWithParameters”, “YOUR_SECRET_KEY”);
Also the content of the body must be a json so this header will be needed too:
Content-type - application/json
- the body must contain the following parameters in json

· returnUrl (required)
· cancelUrl - (required)
· webhookUrl - (required)
· timestamp - the same timestamp that is set in the header (required)

Webhooks
As explained above, you must configure webhooks in order to activate this feature. For every
ecommerce we have generated credentials (app token and secret key) and a webhook URL can be
added.
Webhooks are providing the following parameters as a json string in the body:
transactionId - unique idamountcurrencyreferencetimestamp - (this is the time of the webhook in UTC, it can be used as a security feature)languageorderIdcreateDate (transaction creation time - format ISO-8601 - e.g. 2023-02-15T10:40:24Z)validateDate (transaction validation time - format ISO-8601 - e.g. 2023-02-15T10:40:24Z)senderIban

https://api.yowpay.com/config/update
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senderSwiftsenderAccountHolderstatusamountPaidcurrencyPaideventTypepaymentInitiationStatus

The status field can be equal to 1 or 2.
1 when the payment is validated and the paid amount is matching to transaction amount
2 when the payment is validated but the amount and currency, that were paid, are not
matching to amount and currency of the transaction. That is why we have also fieldsamountPaid and currencyPaid that are showing what amount was actually validated

The eventType field can have the following values :
· payment.status.updated → Triggered when the customer is redirected to their bank, when

the payment is confirmed, or when the payment is refused.
· transaction.credited → Triggered when the funds are actually settled.

The paymentInitiationStatus field (applies only to PIS transactions, when eventType =
payment.status.updated) can have the following values

1 Payment initiation created (customer redirected to bank)
2 Payment initiation executed (validated by the client)
3 Payment initiation rejected

!! paymentInitiationStatus = 2 doesn’t mean that the funds are credited, only eventType =
transaction.credited, !!

In order to provide security of the webhooks we send the following headers:
X-App-Access-Ts - this the the same timestamp that is in the body as a parameter
X-App-Token - this is the app token (part of ecommerce credentials)
X-App-Access-Sig - this is the signature of the webhook (hash data)
Content-type: application/json
For creating the signature, the secret key from E-Commerce credentials must be used. The secret
key must not be exposed and it proves that data has not been manipulated.
hash_hmac('sha256', “BodyWithParameters”, “YOUR_SECRET_KEY”)
The following actions can be done to prove the validity of the webhook.
- the body must be hashed with the secret key and the result must be equal to the hash/signature of
the header
- the timestamp in the body and in the header must be equal
- the timestamp should be relatively fresh (not older than 15 seconds for example). Be careful that
UTC is used to avoid confusion with different server times.
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We have an option with several retries of the webhooks in case of failure
We consider a webhook successfully accepted when a http code 200 is returned and the body
content is a string message “ok” or json reply {"result":"ok"}.


